
 

 

UK GDPR Compliance Statement 
 

Integrity Communications Group, as a leading provider of business critical communications, is dedicated 

to upholding the principles and obligations outlined in the UK General Data Protection Regulations (UK 

GDPR) and the Data Protection Act 2018. 

Our commitment extends to the lawful, fair, and transparent processing of personal data. We collect, 

store, and handle personal information in strict accordance with these regulations. 

The Group is accredited to ISO27001 and Cyber Essentials Plus, providing a detailed and robust 

framework of processes and site security that has enabled a structured approach to ensuring ongoing 

compliance. 

Our practices encompass obtaining explicit consent, ensuring data accuracy, facilitating data access 

requests, and implementing robust security measures to protect against unauthorised access or 

disclosure. 

Integrity Communications Group is registered with the Information Commissioners Office. A clear and 

transparent escalation policy has been documented to ensure that the business can react appropriately 

in the event of a reportable data breach. 

To support our clients, we have published a Data Exchange Policy that demonstrates best practice in 

sending and receiving data. 

Where Integrity Communications Group acts as a Data Processor we maintain written agreements with 

Data Controllers outlining responsibilities and obligations concerning data processing. 

Regular reviews and updates to our policies ensure ongoing compliance with both UK GDPR and the 

Data Protection act 2018, ensuring the continued safeguarding of individuals’ data privacy rights.   
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